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# Introduction

GBT has engaged Computacenter US to provide consulting services to assess GBT’s network architecture and configuration to provide recommendations and a roadmap to optimize and stabilize the environment.

## Document Overview

This document captures the current network configuration of an AWS account (identified on the title page and the account dashboard below). All data is gathered via the AWS API using the Python Boto3 client.

Additionally, data returned by the API is used to auto-generate some basic best-practices analysis as well as health status of various objects (VPN connections, etc.)

Amazon-published best practices are used for reference:

* <https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html>
* <https://docs.aws.amazon.com/vpc/latest/userguide/vpc-security-best-practices.html>
* <https://aws.amazon.com/blogs/networking-and-content-delivery/best-practices-for-deploying-gateway-load-balancer/>
* <https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/enhanced-networking.html>

# AWS Account Dashboard

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ACCOUNT ID | 800999935349 | | ACCOUNT ALIAS | gbtcloud-networking-use1-800999935349 | |
| REGIONS IN USE | eu-west-1 us-east-1 us-west-2 | | EC2/VPC COUNT | 2 EC2 instances across 3 VPCs | |
| TRANSIT GATEWAY ANALYSIS | | VPN ANALYSIS | VPC ANALYSIS | LOAD BALANCER ANALYSIS | EC2 INST ANALYSIS |
| 4 of 5 checks passed. | | 0 of 1 checks passed. | 1 of 2 checks passed. | 1 of 1 checks passed. | 1 of 1 checks passed. |

# Best Practices & Health Static Auto-Analysis

## Transit Gateway Analysis

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | TGW PER-REGION QUANTITY CHECK: PASS | | | | | | TEST DESCRIPTION | Because Transit Gateways are highly available by design, multiple gateways per region are not required for high availability. https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html | | | | | RESULT DETAILS | All regions have no more than one Transit Gateway. | | | | |
|  |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | UNIQUE BGP ASN CHECK: PASS | | | | | | TEST DESCRIPTION | For deployments with multiple transit gateways, a unique Autonomous System Number (ASN) for each transit gateway is recommended. https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html | | | | | RESULT DETAILS | All Transit Gateway ASNs are unique. | | | | |
|  |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | ONE NET ACL FOR ATTACHMENT SUBNETS CHECK: PASS | | | | | | TEST DESCRIPTION | Create one network ACL and associate it with all of the subnets that are associated with the transit gateway. https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html | | | | | RESULT DETAILS | All Transit Gateway VPC Attachment Subnets are in a single Network ACL. | | | | |
|  |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | NET ACL OPEN CHECK: PASS | | | | | | TEST DESCRIPTION | Create one network ACL and associate it with all of the subnets that are associated with the transit gateway. Keep the network ACL open in both the inbound and outbound directions. https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html | | | | | RESULT DETAILS | All Transit Gateway VPC Attachment Subnet Network ACLs are open. | | | | |
|  |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | VPN ATTACHMENT BGP CHECK: FAIL | | | | | | TEST DESCRIPTION | Use Border Gateway Protocol (BGP) Site-to-Site VPN connections. https://docs.aws.amazon.com/vpc/latest/tgw/tgw-best-design-practices.html | | | | | RESULT DETAILS | The following Transit Gateway VPNs are not enabled for dynamic routing or are not learning routes: tgw-0ad502a1c2efd4cf8/vpn-0b0681b079febc868 tgw-06f582fb83760ad51/vpn-0b19aa583ae83b52d tgw-06f582fb83760ad51/vpn-074ea30e57db8b28a tgw-06f582fb83760ad51/vpn-0d005627f6ae0b7bc | | | | |

## VPN Analysis

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | VPN TUNNEL STATUS CHECK: FAIL | | | | | | TEST DESCRIPTION | Report any VPN tunnel connections in the DOWN state. | | | | | RESULT DETAILS | The following VPN Tunnel Connections are in Status 'DOWN' State: vpn-0b0681b079febc868/52.208.217.167 vpn-074ea30e57db8b28a/34.198.62.57 vpn-0b19aa583ae83b52d/34.202.40.34 vpn-0b19aa583ae83b52d/34.225.75.228 | | | | |

## VPC Analysis

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | EMPTY VPC CHECK: WARN | | | | | | TEST DESCRIPTION | Report any VPCs with no EC2 instances. | | | | | RESULT DETAILS | The following VPCs have no EC2 instances. Review VPC use case to confirm this is intentional: us-west-2/vpc-0352167e1a5166b8a(gbtcloud-networking-usw2) | | | | |
|  |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | MULTI-AZ VPC CHECK: PASS | | | | | | TEST DESCRIPTION | When you add subnets to your VPC to host your application, create them in multiple Availability Zones. https://docs.aws.amazon.com/vpc/latest/userguide/vpc-security-best-practices.html | | | | | RESULT DETAILS | All VPCs have subnets in two or more Availability Zones. | | | | |

## Load Balancer Analysis

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | LB TARGET HEALTH CHECK: PASS | | | | | | TEST DESCRIPTION | Report any Load Balancers with Targets in Unhealthy State. | | | | | RESULT DETAILS | All load balancer targets are in a healthy state. | | | | |

## EC2 instance Analysis

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | ENA SUPPORT ENABLED CHECK: PASS | | | | | | TEST DESCRIPTION | Amazon EC2 provides enhanced networking capabilities through the Elastic Network Adapter (ENA). To use enhanced networking, you must install the required ENA module and enable ENA support. https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/enhanced-networking-ena.html | | | | | RESULT DETAILS | All EC2 instances have ENA Support enabled. | | | | |

# VPCs

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| REGION | VPC NAME | VPC CIDR | VPC ID | INSTANCE QTY |
| eu-west-1 | gbtcloud-networking-euw1 | 10.206.8.0/22 | vpc-0c1297db0dd26ef79 | 1 |
| us-east-1 | gbtcloud-networking-use1 | 10.201.8.0/22 | vpc-00e826c21b0173e33 | 1 |
| us-west-2 | gbtcloud-networking-usw2 | 10.228.8.0/22 | vpc-0352167e1a5166b8a | 0 |

# Route Tables

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | RT NAME | RT ID | ROUTE QTY | SUB ASSOC QTY | EDGE ASSOC QTY | ROUTE PROPAGATIONS | |  | rtb-0aa20b9d7d4b197f6 | 1 | 0 | 0 |  | | gbtcloud-networking-euw1-private-az1 | rtb-000dcd69ce3de33eb | 2 | 1 | 0 |  | | gbtcloud-networking-euw1-private-az3 | rtb-024df8c625bfb5594 | 2 | 1 | 0 |  | | gbtcloud-networking-euw1-private-az2 | rtb-075222052df34ed3a | 2 | 1 | 0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | RT NAME | RT ID | ROUTE QTY | SUB ASSOC QTY | EDGE ASSOC QTY | ROUTE PROPAGATIONS | | gbtcloud-networking-use1-private-az2 | rtb-05bceb533a7fd9675 | 2 | 1 | 0 |  | | gbtcloud-networking-use1-private-az1 | rtb-03dbf33328b4c6602 | 2 | 1 | 0 |  | | gbtcloud-networking-use1-private-az3 | rtb-03acf0fd81a0d4d93 | 2 | 1 | 0 |  | |  | rtb-04219b84c55f306a2 | 1 | 0 | 0 |  | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | RT NAME | RT ID | ROUTE QTY | SUB ASSOC QTY | EDGE ASSOC QTY | ROUTE PROPAGATIONS | | gbtcloud-networking-usw2-private-az3 | rtb-077cd4ed4ecdbbe66 | 2 | 1 | 0 |  | | gbtcloud-networking-usw2-private-az1 | rtb-08c418bfa2c282fa5 | 2 | 1 | 0 |  | | gbtcloud-networking-usw2-private-az2 | rtb-0d58ad58f99aff6a3 | 2 | 1 | 0 |  | |  | rtb-0abaa65787c8d8337 | 1 | 0 | 0 |  | |

# Route Tables - Routes

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / RT: <unnamed> (rtb-0aa20b9d7d4b197f6) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.206.8.0/22 | local | CreateRouteTable | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / RT: gbtcloud-networking-euw1-private-az1 (rtb-000dcd69ce3de33eb) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.206.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-0ad502a1c2efd4cf8 | CreateRoute | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / RT: gbtcloud-networking-euw1-private-az3 (rtb-024df8c625bfb5594) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.206.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-0ad502a1c2efd4cf8 | CreateRoute | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / RT: gbtcloud-networking-euw1-private-az2 (rtb-075222052df34ed3a) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.206.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-0ad502a1c2efd4cf8 | CreateRoute | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / RT: gbtcloud-networking-use1-private-az2 (rtb-05bceb533a7fd9675) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.201.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-06f582fb83760ad51 | CreateRoute | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / RT: gbtcloud-networking-use1-private-az1 (rtb-03dbf33328b4c6602) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.201.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-06f582fb83760ad51 | CreateRoute | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / RT: gbtcloud-networking-use1-private-az3 (rtb-03acf0fd81a0d4d93) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.201.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-06f582fb83760ad51 | CreateRoute | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / RT: <unnamed> (rtb-04219b84c55f306a2) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.201.8.0/22 | local | CreateRouteTable | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / RT: gbtcloud-networking-usw2-private-az3 (rtb-077cd4ed4ecdbbe66) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.228.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-062d9465d145ed9e2 | CreateRoute | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / RT: gbtcloud-networking-usw2-private-az1 (rtb-08c418bfa2c282fa5) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.228.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-062d9465d145ed9e2 | CreateRoute | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / RT: gbtcloud-networking-usw2-private-az2 (rtb-0d58ad58f99aff6a3) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.228.8.0/22 | local | CreateRouteTable | | 0.0.0.0/0 | tgw-062d9465d145ed9e2 | CreateRoute | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / RT: <unnamed> (rtb-0abaa65787c8d8337) |
| |  |  |  | | --- | --- | --- | | DESTINATION | TARGET | ORIGIN | | 10.228.8.0/22 | local | CreateRouteTable | |

# Prefix Lists

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  | | --- | --- | --- | | NAME | ID | CIDRS | | com.amazonaws.eu-west-1.dynamodb | pl-6fa54006 | 52.94.5.0/24 35.71.72.0/22 52.94.26.0/25 52.119.240.0/21 52.94.24.0/23 | | com.amazonaws.eu-west-1.s3 | pl-6da54004 | 18.34.240.0/22 18.34.32.0/20 3.5.64.0/21 3.5.72.0/23 52.92.0.0/17 52.218.0.0/17 | |
| Region: us-east-1 |
| |  |  |  | | --- | --- | --- | | NAME | ID | CIDRS | | com.amazonaws.us-east-1.s3 | pl-63a5400a | 16.182.0.0/16 18.34.0.0/19 52.216.0.0/15 54.231.0.0/16 3.5.0.0/19 18.34.232.0/21 | | com.amazonaws.us-east-1.dynamodb | pl-02cd2c6b | 35.71.70.0/24 3.218.182.0/24 3.218.180.0/23 35.71.68.0/23 52.94.0.0/22 52.119.224.0/20 | |
| Region: us-west-2 |
| |  |  |  | | --- | --- | --- | | NAME | ID | CIDRS | | com.amazonaws.us-west-2.s3 | pl-68a54001 | 3.5.76.0/22 3.5.80.0/21 18.34.48.0/20 18.34.244.0/22 52.92.128.0/17 52.218.128.0/17 | | com.amazonaws.us-west-2.dynamodb | pl-00a54069 | 52.94.28.0/23 52.94.10.0/24 35.71.64.0/22 | |

# Subnets

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | | SUBNET | SUBNET NAME | AVAILABILITY ZONE | ROUTE TABLE | NET ACL | ID | INST QTY | | 10.206.8.0/24 | gbtcloud-networking-euw1-PrivateSubnet-AZ1 | eu-west-1a | rtb-000dcd69ce3de33eb | acl-048e6d4ad48c78749 | subnet-0fa2859dbb3986ac7 | 1 | | 10.206.9.0/24 | gbtcloud-networking-euw1-PrivateSubnet-AZ2 | eu-west-1b | rtb-075222052df34ed3a | acl-048e6d4ad48c78749 | subnet-07146d25977415238 | 0 | | 10.206.10.0/24 | gbtcloud-networking-euw1-PrivateSubnet-AZ3 | eu-west-1c | rtb-024df8c625bfb5594 | acl-048e6d4ad48c78749 | subnet-0396946b267e8caf8 | 0 | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | | SUBNET | SUBNET NAME | AVAILABILITY ZONE | ROUTE TABLE | NET ACL | ID | INST QTY | | 10.201.8.0/24 | gbtcloud-networking-use1-PrivateSubnet-AZ1 | us-east-1a | rtb-03dbf33328b4c6602 | acl-09776f5c00d5bd613 | subnet-0385fed7c97909629 | 1 | | 10.201.9.0/24 | gbtcloud-networking-use1-PrivateSubnet-AZ2 | us-east-1b | rtb-05bceb533a7fd9675 | acl-09776f5c00d5bd613 | subnet-07600608ed598bb95 | 0 | | 10.201.10.0/24 | gbtcloud-networking-use1-PrivateSubnet-AZ3 | us-east-1d | rtb-03acf0fd81a0d4d93 | acl-09776f5c00d5bd613 | subnet-0c96acf2300997251 | 0 | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | | SUBNET | SUBNET NAME | AVAILABILITY ZONE | ROUTE TABLE | NET ACL | ID | INST QTY | | 10.228.8.0/24 | gbtcloud-networking-usw2-PrivateSubnet-AZ1 | us-west-2a | rtb-08c418bfa2c282fa5 | acl-0f37325cf035b65d6 | subnet-0b16a1c302f1bcd85 | 0 | | 10.228.9.0/24 | gbtcloud-networking-usw2-PrivateSubnet-AZ2 | us-west-2b | rtb-0d58ad58f99aff6a3 | acl-0f37325cf035b65d6 | subnet-0398ae87a10f9e56c | 0 | | 10.228.10.0/24 | gbtcloud-networking-usw2-PrivateSubnet-AZ3 | us-west-2c | rtb-077cd4ed4ecdbbe66 | acl-0f37325cf035b65d6 | subnet-0890ea1ac44437c7d | 0 | |

# Network ACLs

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| |  |  |  |  | | --- | --- | --- | --- | | ACL NAME | ACL ID | IS DEFAULT | SUBNETS | |  | acl-048e6d4ad48c78749 | yes | subnet-0fa2859dbb3986ac7 subnet-0396946b267e8caf8 subnet-07146d25977415238 | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| |  |  |  |  | | --- | --- | --- | --- | | ACL NAME | ACL ID | IS DEFAULT | SUBNETS | |  | acl-09776f5c00d5bd613 | yes | subnet-0385fed7c97909629 subnet-0c96acf2300997251 subnet-07600608ed598bb95 | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| |  |  |  |  | | --- | --- | --- | --- | | ACL NAME | ACL ID | IS DEFAULT | SUBNETS | |  | acl-0f37325cf035b65d6 | yes | subnet-0b16a1c302f1bcd85 subnet-0890ea1ac44437c7d subnet-0398ae87a10f9e56c | |

# Network ACL – Inbound Entries

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / ACL: <unnamed> (acl-048e6d4ad48c78749) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / ACL: <unnamed> (acl-09776f5c00d5bd613) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / ACL: <unnamed> (acl-0f37325cf035b65d6) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |

# Network ACL – Outbound Entries

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / ACL: <unnamed> (acl-048e6d4ad48c78749) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / ACL: <unnamed> (acl-09776f5c00d5bd613) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / ACL: <unnamed> (acl-0f37325cf035b65d6) |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | RULE NUMBER | PROTOCOL | PORT RANGE | SOURCE | ACTION | | 100 | All Traffic | All | 0.0.0.0/0 | allow | | 32767 | All Traffic | All | 0.0.0.0/0 | deny | |

# Security Groups

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | SG NAME (TAG) | SG NAME | SG ID | DESCRIPTION | IN/OUT RULE COUNT | | baseline-sg-r53outboundendpoint | StackSet-CustomControlTower-baseline-route53-vpce-hub-euw1-1bf6f88a-8fcc-48b9-b1a7-7df0cc6e9e12-R53ResolverSG-12JTKD2TUC8P7 | sg-0295d55b038cb0b81 | R53 Resolver SG | 2/1 | | sgec2-qualys-security-01-euw1 | sgec2-qualys-security-01-euw1 | sg-0604b4cc823c6e85a | Security Group for Qualys HVM | 0/1 | | sgec2-networking-common-sg-01-euw1 | sgec2-networking-common-sg-01-euw1 | sg-0490ccd346723a6de | Allow all inbound traffic from the RFC1918 subnets except for the IP range of the VPC the common-SG group is in | 1/1 | | sg-default-DO-NOT-USE | default | sg-09f719ee8d2941c8e | default VPC security group | 0/0 | |  | sgr53-inbound-networking-01-euw1 | sg-0372dc016a91448c8 | Allow DNS request | 2/1 | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | SG NAME (TAG) | SG NAME | SG ID | DESCRIPTION | IN/OUT RULE COUNT | | sgec2-networking-common-sg-01-use1 | sgec2-networking-common-sg-01-use1 | sg-09cdee763bdc59d06 | Allow all inbound traffic from the RFC1918 subnets except for the IP range of the VPC the common-SG group is in | 1/1 | | baseline-sg-r53outboundendpoint | StackSet-CustomControlTower-baseline-route53-vpce-hub-63910bf7-8d1a-4893-bfd3-b41d7a7bfca6-R53ResolverSG-WANS0CE27PLM | sg-091bd224fcfa6529c | R53 Resolver SG | 2/1 | | sgr53-inbound-networking-01-use1 | sgr53-inbound-networking-01-use1 | sg-0f972c2d10af9f58e | Allow DNS TCP and UDP traffic from remote network to route53 inbound enpoint | 2/1 | |  | sgec2-qualys-security-01-use1 | sg-08dc8eeea9283df0d | Security Group for Qualys HVM | 0/1 | | sg-vpce-datasync-networking-01-use1 | sgvpce-datasync-networking-01-use1 | sg-068127a5c61d55a95 | Security Group for VPC endpoint created for DataSync services | 2/1 | | sg-default-DO-NOT-USE | default | sg-0946c398b20eba785 | default VPC security group | 0/0 | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | SG NAME (TAG) | SG NAME | SG ID | DESCRIPTION | IN/OUT RULE COUNT | | baseline-sg-r53outboundendpoint | StackSet-CustomControlTower-baseline-route53-vpce-hub-usw2-ea21d568-f36c-445d-a0c7-bdbb17e727c7-R53ResolverSG-QKZPKQ05O9EW | sg-017669f241979eeb3 | R53 Resolver SG | 2/1 | | sg-default-DO-NOT-USE | default | sg-057c511e60d448909 | default VPC security group | 0/0 | |

# Security Group – Inbound Entries

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: baseline-sg-r53outboundendpoint (sg-0295d55b038cb0b81) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | udp | 53 | 10.0.0.0/8 |  | | tcp | 53 | 10.0.0.0/8 |  | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sgec2-qualys-security-01-euw1 (sg-0604b4cc823c6e85a) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sgec2-networking-common-sg-01-euw1 (sg-0490ccd346723a6de) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 10.0.0.0/9 |  | | All | All | 10.128.0.0/10 |  | | All | All | 10.192.0.0/13 |  | | All | All | 10.200.0.0/16 |  | | All | All | 10.201.0.0/21 |  | | All | All | 10.201.12.0/22 |  | | All | All | 10.201.16.0/20 |  | | All | All | 10.201.32.0/19 |  | | All | All | 10.201.64.0/18 |  | | All | All | 10.201.128.0/17 |  | | All | All | 10.202.0.0/15 |  | | All | All | 10.204.0.0/14 |  | | All | All | 10.208.0.0/12 |  | | All | All | 10.224.0.0/11 |  | | All | All | 172.16.0.0/12 |  | | All | All | 192.168.0.0/16 |  | | All | All | 10.201.8.247/32 | Inbound all access from Qualys HVM | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sg-default-DO-NOT-USE (sg-09f719ee8d2941c8e) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: <unnamed> (sg-0372dc016a91448c8) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | udp | 53 | 10.0.0.0/8 |  | | udp | 53 | 172.26.10.0/24 |  | | udp | 53 | 172.26.22.0/24 |  | | tcp | 53 | 10.0.0.0/8 |  | | tcp | 53 | 172.26.10.0/24 |  | | tcp | 53 | 172.26.22.0/24 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sgec2-networking-common-sg-01-use1 (sg-09cdee763bdc59d06) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 10.0.0.0/9 |  | | All | All | 10.128.0.0/10 |  | | All | All | 10.192.0.0/13 |  | | All | All | 10.200.0.0/16 |  | | All | All | 10.201.0.0/21 |  | | All | All | 10.201.12.0/22 |  | | All | All | 10.201.16.0/20 |  | | All | All | 10.201.32.0/19 |  | | All | All | 10.201.64.0/18 |  | | All | All | 10.201.128.0/17 |  | | All | All | 10.202.0.0/15 |  | | All | All | 10.204.0.0/14 |  | | All | All | 10.208.0.0/12 |  | | All | All | 10.224.0.0/11 |  | | All | All | 172.16.0.0/12 |  | | All | All | 192.168.0.0/16 |  | | All | All | 10.201.8.247/32 | Inbound all access from Qualys HVM | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: baseline-sg-r53outboundendpoint (sg-091bd224fcfa6529c) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | udp | 53 | 10.0.0.0/8 |  | | tcp | 53 | 10.0.0.0/8 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sgr53-inbound-networking-01-use1 (sg-0f972c2d10af9f58e) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | udp | 53 | 10.0.0.0/8 |  | | udp | 53 | 172.26.22.0/24 |  | | udp | 53 | 172.26.10.0/24 |  | | tcp | 53 | 10.0.0.0/8 |  | | tcp | 53 | 172.26.22.0/24 |  | | tcp | 53 | 172.26.10.0/24 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: <unnamed> (sg-08dc8eeea9283df0d) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sg-vpce-datasync-networking-01-use1 (sg-068127a5c61d55a95) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | tcp | 1024-1064 | 10.0.0.0/8 |  | | tcp | 443 | 10.0.0.0/8 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sg-default-DO-NOT-USE (sg-0946c398b20eba785) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / SG: baseline-sg-r53outboundendpoint (sg-017669f241979eeb3) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | tcp | 53 | 10.0.0.0/8 |  | | udp | 53 | 10.0.0.0/8 |  | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / SG: sg-default-DO-NOT-USE (sg-057c511e60d448909) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |

# Security Group – Outbound Entries

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: baseline-sg-r53outboundendpoint (sg-0295d55b038cb0b81) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sgec2-qualys-security-01-euw1 (sg-0604b4cc823c6e85a) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sgec2-networking-common-sg-01-euw1 (sg-0490ccd346723a6de) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: sg-default-DO-NOT-USE (sg-09f719ee8d2941c8e) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 / SG: <unnamed> (sg-0372dc016a91448c8) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sgec2-networking-common-sg-01-use1 (sg-09cdee763bdc59d06) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: baseline-sg-r53outboundendpoint (sg-091bd224fcfa6529c) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sgr53-inbound-networking-01-use1 (sg-0f972c2d10af9f58e) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: <unnamed> (sg-08dc8eeea9283df0d) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sg-vpce-datasync-networking-01-use1 (sg-068127a5c61d55a95) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 / SG: sg-default-DO-NOT-USE (sg-0946c398b20eba785) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / SG: baseline-sg-r53outboundendpoint (sg-017669f241979eeb3) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | | All | All | 0.0.0.0/0 |  | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 / SG: sg-default-DO-NOT-USE (sg-057c511e60d448909) |
| |  |  |  |  | | --- | --- | --- | --- | | PROTOCOL | PORT RANGE | SOURCE | DESCRIPTION | |

# Internet Gateways

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  | | --- | --- | --- | | VPC | IGW NAME | ID | |
| Region: us-east-1 |
| |  |  |  | | --- | --- | --- | | VPC | IGW NAME | ID | |
| Region: us-west-2 |
| |  |  |  | | --- | --- | --- | | VPC | IGW NAME | ID | |

# Egress-Only Internet Gateways

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  | | --- | --- | --- | | VPC | EIGW NAME | ID | |
| Region: us-east-1 |
| |  |  |  | | --- | --- | --- | | VPC | EIGW NAME | ID | |
| Region: us-west-2 |
| |  |  |  | | --- | --- | --- | | VPC | EIGW NAME | ID | |

# NAT Gateways

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | VPC | NGW NAME | ID | SUBNET | TYPE | |
| Region: us-east-1 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | VPC | NGW NAME | ID | SUBNET | TYPE | |
| Region: us-west-2 |
| |  |  |  |  |  | | --- | --- | --- | --- | --- | | VPC | NGW NAME | ID | SUBNET | TYPE | |

# Endpoint Services

|  |
| --- |
| No Endpoint Services Present |

# Endpoints

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| No Endpoints present |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | NAME | ID | TYPE | ENI | SUBNETS | SVC NAME | | vpce-datasync-networking-01-use1 | vpce-049a564c6168d09c9 | Interface | eni-0cd8b667bae786ffc eni-0131a0d27030af05d eni-086ee66fc523a3e2a | subnet-0385fed7c97909629(gbtcloud-networking-use1-PrivateSubnet-AZ1) subnet-0c96acf2300997251(gbtcloud-networking-use1-PrivateSubnet-AZ3) subnet-07600608ed598bb95(gbtcloud-networking-use1-PrivateSubnet-AZ2) | com.amazonaws.us-east-1.datasync | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| No Endpoints present |

# Peering Connections

|  |  |  |  |
| --- | --- | --- | --- |
| No VPC Peerings | | | |

# Transit Gateways

**NOTE:** If the Owner ID is in red, the TGW has been shared from a different account (the owner ID does not match the current account ID).

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | TRANSIT GATEWAY | | | | | | | TGW NAME | STNO-TGW-eu-west-1 | | ID | tgw-0ad502a1c2efd4cf8 | | | BGP ASN | 64804 | | OWNER ID | 800999935349 | | | ATTACHMENTS | | | | | | | ATTACHMENT NAME | ATTACHMENT ID | TYPE | RESOURCE ID | ROUTE TABLE ASSOC | SUBNETS | | tgw-peer-use1 | tgw-attach-00ec2b3e5de30efc2 | peering | tgw-06f582fb83760ad51 | tgw-rtb-0787a6e11ed2466d6 | <NA> | | vpc-egress-east-west-TransitVPC | tgw-attach-00518f0d101e9db77 | vpc (Appliance Mode Enabled) | vpc-02eba02cbd3357bd7 | tgw-rtb-0df25c86fcf1cb0a0 | subnet-0f70fb72038bec455() subnet-0935957ed69df321a() subnet-08deff8f60a566b99() | | gbtcloud-security-euw1 | tgw-attach-01254722faf8db9bd | vpc | vpc-0eba9866ccf2be99c | tgw-rtb-03a37bc0c2d2b973b | subnet-09586d8ba8f05eba4() subnet-045eeeac2cf381235() subnet-0798c1a5240a02d75() | | gbtcloud-infrastucture-euw1 | tgw-attach-0176d95848af69fd2 | vpc | vpc-040d1ecca72eb60b6 | tgw-rtb-03a37bc0c2d2b973b | subnet-0efcb47f31760bb77() subnet-0b824ba3f004a9949() subnet-07a1e7519e3448945() | | gbtcloud-rosa-cde-qa-euw1 | tgw-attach-019c352a00de9a3dd | vpc | vpc-08e958c72a6c4d525 | tgw-rtb-00856ca722ade9a2e | subnet-026dba9c0093efd87() subnet-063ce7f2cfb4c7175() subnet-0412e8d86b3781203() | | gbtcloud-lob-cde-prd-euw1 | tgw-attach-01faef05a734f3fb2 | vpc | vpc-045a56bcad5fac025 | tgw-rtb-06ebe94b7b1f31686 | subnet-09da2e7f250606d45() subnet-00038ef24f7246fd9() subnet-0ce9206f3c41b7867() | | gbtcloud-rosa-cde-dev-euw1 | tgw-attach-04e80dd0cdf3da07f | vpc | vpc-059f7e35c1da748be | tgw-rtb-00856ca722ade9a2e | subnet-0830b98b3f27dcd92() subnet-0d3f22b93438ce7bb() subnet-0d327bb8d5e43bb02() | | gbtcloud-lob-cde-dev-euw1 | tgw-attach-05a4bf4880acd85e3 | vpc | vpc-054d0f8551ce6176d | tgw-rtb-00856ca722ade9a2e | subnet-0923ae53c3f47eb4a() subnet-02b9b6ee53cc61e0c() subnet-0041aaf4abf1519da() | | gbtcloud-lob-noncde-qa-euw1 | tgw-attach-05f4a2e9a25c3894e | vpc | vpc-0f414c53f52065b78 | tgw-rtb-0b4ccd88a3d3d96bf | subnet-0249a2284959a73ee() subnet-02c6b900200ca70ae() subnet-0f09938bccc9f6270() | | gbtcloud-infrastructure-egencia-citrix-euw1 | tgw-attach-085b48199b6160ccf | vpc | vpc-0400ab521ed220601 | tgw-rtb-03a37bc0c2d2b973b | subnet-0a6f70f93e34efce6() subnet-0455b9c8e50048728() subnet-01312188f3dc000ad() | | gbtcloud-infrastructure-cde-euw1 | tgw-attach-08b454fbebeb5ce1c | vpc | vpc-0779f1c4b5e96093a | tgw-rtb-06ebe94b7b1f31686 | subnet-0c72b0c9e86d448a6() subnet-071d73d37d3ae9dfc() subnet-04ad79b9bb0aa2ae9() | | gbtcloud-infrastructure-egencia-euw1 | tgw-attach-0a09db1e9a36a6eed | vpc | vpc-023eb00a69afd48ab | tgw-rtb-03a37bc0c2d2b973b | subnet-0dd09b4cb486383f7() subnet-05cbe1fa12e27be25() subnet-0ac1a16eaf905ee1b() | | gbtcloud-lob-cde-qa-euw1 | tgw-attach-0a52f5d0a683bff64 | vpc | vpc-0c6854e2e22939f59 | tgw-rtb-00856ca722ade9a2e | subnet-0947d94af3d297781() subnet-0adca7947a83c884f() subnet-00fb8ca6e4e649978() | | gbtcloud-networking-euw1 | tgw-attach-0a6be8ddff5121fdc | vpc | vpc-0c1297db0dd26ef79 | tgw-rtb-03a37bc0c2d2b973b | subnet-07146d25977415238(gbtcloud-networking-euw1-PrivateSubnet-AZ2) subnet-0fa2859dbb3986ac7(gbtcloud-networking-euw1-PrivateSubnet-AZ1) subnet-0396946b267e8caf8(gbtcloud-networking-euw1-PrivateSubnet-AZ3) | | gbtcloud-lob-noncde-dev-euw1 | tgw-attach-0d458b1ac2cb8d06f | vpc | vpc-02a31771ebaad296e | tgw-rtb-0b4ccd88a3d3d96bf | subnet-0116d3bec060a7bb1() subnet-0e6de8bc8d0acf9af() subnet-0399ba8ec7c180e3e() | | gbtcloud-lob-noncde-prd-euw1 | tgw-attach-0df48873fbf87e875 | vpc | vpc-078b0960b457dc875 | tgw-rtb-0a84aeb42fc894865 | subnet-02f171a89b82695d3() subnet-0fbe98ca947e96316() subnet-09abcfef606ef0132() | | vpc-ingress-TransitVPC | tgw-attach-0ee6c1a9ba7ba579b | vpc (Appliance Mode Enabled) | vpc-0474c0100ce5e4d3f | tgw-rtb-0df25c86fcf1cb0a0 | subnet-0137d896dcc0826b1() subnet-0ae53d78e331ec645() subnet-0590c8c183554f48a() | | gbtcloud-infrastructure-egencia-cde-euw1 | tgw-attach-0f2136ea831c20ad1 | vpc | vpc-0b9fdaede3d8d21f0 | tgw-rtb-06ebe94b7b1f31686 | subnet-0070ff29f553fab0c() subnet-098e29c56e432a71e() subnet-08d05783015378f3d() | | vpn-prisma-rnt | tgw-attach-0a4039a21a117978c | vpn | vpn-0b0681b079febc868 | tgw-rtb-0787a6e11ed2466d6 | <NA> | | ROUTE TABLES | | | | | | | ROUTE TABLE NAME | | | ROUTE TABLE ID | | | | SpokesRouteDomain | | | tgw-rtb-003108520b74c8d95 | |  | | CDENonProdRouteDomain | | | tgw-rtb-00856ca722ade9a2e | |  | | CoreInfraRouteDomain | | | tgw-rtb-03a37bc0c2d2b973b | |  | | CDEProdRouteDomain | | | tgw-rtb-06ebe94b7b1f31686 | |  | | OnPremiseRouteDomain | | | tgw-rtb-0787a6e11ed2466d6 | |  | | 3rdPartyRouteDomain | | | tgw-rtb-0905239950809af51 | |  | | NONCDEProdRouteDomain | | | tgw-rtb-0a84aeb42fc894865 | |  | | NONCDENonProdRouteDomain | | | tgw-rtb-0b4ccd88a3d3d96bf | |  | | test-rt | | | tgw-rtb-0dcdac96f882c5bce | |  | | SecurityRouteDomain | | | tgw-rtb-0df25c86fcf1cb0a0 | |  | |
| Region: us-east-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | TRANSIT GATEWAY | | | | | | | TGW NAME | STNO-TGW-us-east-1 | | ID | tgw-06f582fb83760ad51 | | | BGP ASN | 64803 | | OWNER ID | 800999935349 | | | ATTACHMENTS | | | | | | | ATTACHMENT NAME | ATTACHMENT ID | TYPE | RESOURCE ID | ROUTE TABLE ASSOC | SUBNETS | | tgw-peer-euw1 | tgw-attach-00ec2b3e5de30efc2 | peering | tgw-0ad502a1c2efd4cf8 | tgw-rtb-0b2a50c9f5d45888a | <NA> | | tgw-peer-usw2 | tgw-attach-08562a1cd26a303e6 | peering | tgw-062d9465d145ed9e2 | tgw-rtb-0b2a50c9f5d45888a | <NA> | | gbtcloud-infrastucture-use1 | tgw-attach-00380ac2be7870542 | vpc | vpc-09dd3ec4e2a518a38 | tgw-rtb-083eae43774b1905b | subnet-0212d52f5912860e5() subnet-0b197589c9187fc20() subnet-0006248a8c7d7ad55() | | gbtcloud-foundationservices-cde-dev-use1 | tgw-attach-003d97b246307dd67 | vpc | vpc-0d2f4955e7ed19bad | tgw-rtb-01bceac109a0402c2 | subnet-032e16d742c19798c() subnet-0431a9b720ed1e030() subnet-08af529de20190cd2() | | gbtcloud-rosa-cde-prd-use1 | tgw-attach-013cb7a641f596a66 | vpc | vpc-012938c727fe344bd | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-0d8651c1dbf1f0e87() subnet-09191d2ffe1db0b5a() subnet-00eb65d7e12a55122() | | gbtcloud-bigdata-dev-use1 | tgw-attach-013e3be3f7a3a83a7 | vpc | vpc-00ab4130f616f888d | tgw-rtb-079fb1e279ac58124 | subnet-0ba6f8ca5b47dc80f() subnet-092c00b0244b5fbfd() subnet-0be6e9e95236b497d() | | gbtcloud-lob-cde-prd-use1 | tgw-attach-017044b5d40dbdd39 | vpc | vpc-08f56ace555f53521 | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-0b8c77304fac96733() subnet-0960bf1d94c8f28fb() subnet-09ef19219e46df547() | | vpc-ingress-TransitVPC | tgw-attach-034763d1bf8d61f8c | vpc (Appliance Mode Enabled) | vpc-09ce0acd298aa0180 | tgw-rtb-0481124cbd523d209 | subnet-09e530aa492b63d2e() subnet-064d41bd7ec4b43ac() subnet-03336e5c9e9b45a17() | | gbtcloud-infrastucture-citrix-use1 | tgw-attach-034a978019ec8ddc8 | vpc | vpc-0d2af8b1313de8712 | tgw-rtb-083eae43774b1905b | subnet-09bccf8b26c1fd2f5() subnet-0dfbdd72459a3236e() subnet-0a26d1da085ddee1e() | | gbtcloud-infrastructure-egencia-cde-use1 | tgw-attach-03805f76c5794b1bd | vpc | vpc-08f98cb440ebc779d | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-0acb3214a5a136df7() subnet-0b5006b48cb10d0c4() subnet-0f7d88809c52bfd79() | | gbtcloud-testing-use1 | tgw-attach-03b09559f5b066f04 | vpc | vpc-0be3bade67bde49f4 | tgw-rtb-079fb1e279ac58124 | subnet-02387507d34583322() subnet-0a469d6b55152b8ab() subnet-04776ec80f147497c() | | gbtcloud-bigdata-sandbox-use1 | tgw-attach-043cf66142b229b20 | vpc | vpc-04db44e1eb427b2ef | tgw-rtb-0d9b87d9ab25ef55f | subnet-051c02eb841796062() subnet-036f18ea0c92782a1() subnet-045491d2f238c0d4e() | | gbtcloud-infrastructure-egencia-use1 | tgw-attach-04bd13d28ac4c3b5c | vpc | vpc-0975d72d886f543a4 | tgw-rtb-083eae43774b1905b | subnet-041dfb9922d7715a3() subnet-0dbe0e330c520f060() subnet-04c7869f4ceefcf1a() | | gbtcloud-security-dmz-use1 | tgw-attach-04f836a8b8f88641d | vpc | vpc-0d3fa596c948a59f1 | tgw-rtb-0b1805ea562bfc0b4 | subnet-003f4c51296a7379a() subnet-03f175fa1e89b04f6() subnet-0f2e59728bc8013dc() | | vpc-egress-east-west-TransitVPC | tgw-attach-05307c7b3854a1b91 | vpc (Appliance Mode Enabled) | vpc-00a0fc500fad24c91 | tgw-rtb-0481124cbd523d209 | subnet-06bee1fc4ef0d8d7c() subnet-010846fff1f28cc6d() subnet-0bcbdae9b75a661fd() | | gbtcloud-lob-cde-qa-use1 | tgw-attach-055efc07743672aae | vpc | vpc-09e83a0118cdcea02 | tgw-rtb-01bceac109a0402c2 | subnet-0649e909d765e5f2e() subnet-00bc5fdc861024876() subnet-0bf79a849e87786cf() | | gbtcloud-security-dmz-non-pci-use1 | tgw-attach-05968b96d2fbf1047 | vpc | vpc-0f9d43a79cd6d261e | tgw-rtb-0b1805ea562bfc0b4 | subnet-0863c28daebbbdd2d() subnet-00f694083a9a13b00() subnet-07db846e98de1474f() | | gbtcloud-rosa-cde-qa-use1 | tgw-attach-05d2444d6a231369e | vpc | vpc-0fd6366d50da2087c | tgw-rtb-01bceac109a0402c2 | subnet-0e1dcf5b349bda96e() subnet-00523b132fbb6ac03() subnet-0bcd474ff0ebc7f82() | | gbtcloud-foundationservices-cde-qa-use1 | tgw-attach-05e7d8fd657a09d27 | vpc | vpc-0138c3796ee9fafde | tgw-rtb-01bceac109a0402c2 | subnet-00d8263dea7896220() subnet-08a8f54224ae74407() subnet-0c83be4ee27bd82f4() | | gbtcloud-lob-noncde-qa-use1 | tgw-attach-0697d8c4f819dabed | vpc | vpc-00e1ce104cf460c7a | tgw-rtb-079fb1e279ac58124 | subnet-0675498286423307f() subnet-0ce8278e27c3cf076() subnet-0f814b6727c56f3b8() | | gbtcloud-lob-noncde-prd-use1 | tgw-attach-06b721e882a489a09 | vpc | vpc-00f821e5176842cf5 | tgw-rtb-0d9b87d9ab25ef55f | subnet-0c96c00a6ea30034f() subnet-09deb46431ff3ce89() subnet-06cee87a98f8401cb() | | gbtcloud-ovation-cde-prd-use1 | tgw-attach-06caa1a289c4b293c | vpc | vpc-0ce47e068b09a9020 | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-0fd6606a2dc7ec616() subnet-01342429a1614a7e1() subnet-014fa114999a2852a() | | gbtcloud-infrastructure-cde-use1 | tgw-attach-0751347d477d608ed | vpc | vpc-08092cd9e71101e8f | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-04525f20bf9664b22() subnet-03dd521613607d0cb() subnet-0136eb1c3431648fb() | | gbtcloud-rosa-noncde-prd-use1 | tgw-attach-07eb54d27947d0b8a | vpc | vpc-0eb41cbf489260602 | tgw-rtb-0d9b87d9ab25ef55f | subnet-041ca64d2b782c385() subnet-0b46f6dda1f1a03b7() subnet-0b6b2d5b57180f3b8() | | gbtcloud-foundationalservices-noncde-prd-use1 | tgw-attach-082f64a199b2810cd | vpc | vpc-09a8543f07fc09ad5 | tgw-rtb-0d9b87d9ab25ef55f | subnet-0029a39d7e60418ea() subnet-06cd182ac63266809() subnet-030c9b32cf82458e1() | | gbtcloud-lob-noncde-dev-use1 | tgw-attach-094d9c4ee97733629 | vpc | vpc-0d53e81b7b2ed2566 | tgw-rtb-079fb1e279ac58124 | subnet-04e7acc053f15f214() subnet-0b90bdb39ea46cbe8() subnet-01f09df876b28279d() | | gbtcloud-lob-cde-dev-use1 | tgw-attach-0977dbd24e7243a0f | vpc | vpc-0e048ac9b8709a66e | tgw-rtb-01bceac109a0402c2 | subnet-0916a2f43a94be6a5() subnet-0fc2578f83ce21c3c() subnet-0492d730648d29572() | | gbtcloud-networking-use1 | tgw-attach-0a7972da0a7682569 | vpc | vpc-00e826c21b0173e33 | tgw-rtb-083eae43774b1905b | subnet-0385fed7c97909629(gbtcloud-networking-use1-PrivateSubnet-AZ1) subnet-0c96acf2300997251(gbtcloud-networking-use1-PrivateSubnet-AZ3) subnet-07600608ed598bb95(gbtcloud-networking-use1-PrivateSubnet-AZ2) | | gbtcloud-foundationservices-cde-prd-use1 | tgw-attach-0a7e3d4c5e88278fe | vpc | vpc-07a6d7d20522a27a7 | tgw-rtb-0ee0e8a5a3cc77d00 | subnet-08f76a321b1b85653() subnet-0acbbcf12932b26be() subnet-0b743e5a7e4002c7f() | | gbtcloud-sandbox-use1 | tgw-attach-0b7a338fddbd918c3 | vpc | vpc-08c44a6abdca26f08 | tgw-rtb-0d9b87d9ab25ef55f | subnet-0ce1bcbfd9f0cc9c0() subnet-056af4fdd677cefc5() subnet-06de8c90f51e7e94c() | | gbtcloud-rosa-cde-dev-use1 | tgw-attach-0bf678384a527c22f | vpc | vpc-006ccfa6dcdbeb75b | tgw-rtb-01bceac109a0402c2 | subnet-0360e0684385a91f8() subnet-07d5ce34f66269a36() subnet-04f00c6c9e5112450() | | gbtcloud-rosa-noncde-qa-use1 | tgw-attach-0c3babc01877d8f6b | vpc | vpc-07444371460b13365 | tgw-rtb-079fb1e279ac58124 | subnet-07f6846c816d54c0b() subnet-0e5d4e418e6c36a13() subnet-0213efb31623ba49d() | | gbtcloud-foundationalservices-noncde-dev-use1 | tgw-attach-0c451906667675cfc | vpc | vpc-0bad2b03c64485f3e | tgw-rtb-079fb1e279ac58124 | subnet-05a3b1e605c9e4212() subnet-05968e5a6f119811a() subnet-02ccd2ea79eb42804() | | gbtcloud-rosa-noncde-dev-use1 | tgw-attach-0c590d7be8b36d8c7 | vpc | vpc-0967015e5a3ac38d6 | tgw-rtb-079fb1e279ac58124 | subnet-0852f1d7795b3342a() subnet-0471b4b6fb12ba535() subnet-0f2c21c9ff3b422ce() | | gbtcloud-security-use1 | tgw-attach-0c8c30118eaa073ac | vpc | vpc-0159ac6500b452eae | tgw-rtb-083eae43774b1905b | subnet-028aac33412d7eb1e() subnet-0599ecbf30e33e33e() subnet-0367d837c0a1d5ac3() | | gbtcloud-foundationalservices-noncde-qa-use1 | tgw-attach-0c8cc8232a68038d5 | vpc | vpc-01383241479c2d176 | tgw-rtb-079fb1e279ac58124 | subnet-0174df59ffe52e5e5() subnet-098ba8049885288b6() subnet-0a577500bffe43b41() | | gbtcloud-30stf-noncde-dev-use1 | tgw-attach-0d421655e29f0f08a | vpc | vpc-0e6a8ee57f6ceef70 | tgw-rtb-079fb1e279ac58124 | subnet-0520bf9facb1ab3a3() subnet-087a5b7d82678c116() subnet-0480ea18177fa126c() | | gbtcloud-infrastructure-workspace-use1 | tgw-attach-0d87b5fa1baba31a4 | vpc | vpc-04711f40655d5a8f1 | tgw-rtb-083eae43774b1905b | subnet-087a633a8a41268ff() subnet-0fa743d503cc89c95() subnet-01c04390e43ec3210() | | gbtcloud-security-dmz-pci-use1 | tgw-attach-0e6d2ffc91316cb53 | vpc | vpc-0892823ca3770bf79 | tgw-rtb-0b1805ea562bfc0b4 | subnet-09304a919100f9846() subnet-09900c9b5db0cdd7f() subnet-08757f76e778b19ec() | | gbtcloud-bigdata-prd-use1 | tgw-attach-0e7455f62f87332bf | vpc | vpc-0ca7c77b7e104748e | tgw-rtb-0d9b87d9ab25ef55f | subnet-06bfff07dbced630e() subnet-09cd8ecb6d67b1599() subnet-0162b169a64720290() | | gbtcloud-infrastructure-egencia-citrix-use1 | tgw-attach-0f29442c4cfc82f42 | vpc | vpc-06ca9ac11198d0523 | tgw-rtb-083eae43774b1905b | subnet-02d19966468809e17() subnet-0053514d6cceb250d() subnet-065243df09d19c6dd() | | vpn-prisma-prod | tgw-attach-05cc745796992c8ab | vpn | vpn-0b19aa583ae83b52d |  | <NA> | | vpn-prisma-rnt | tgw-attach-08f484e1c6009e5b7 | vpn | vpn-074ea30e57db8b28a | tgw-rtb-0b2a50c9f5d45888a | <NA> | | VPN-Mwatch-RS | tgw-attach-0c9f20d21357f9994 | vpn | vpn-0d005627f6ae0b7bc | tgw-rtb-0b1805ea562bfc0b4 | <NA> | |  | tgw-attach-005645a7c044f01e1 | direct-connect-gateway | 85a4954e-3b1e-48cc-8fd8-af51a37a1e6f | tgw-rtb-0b1805ea562bfc0b4 | <NA> | |  | tgw-attach-073728ac2320ddb8b | direct-connect-gateway | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | tgw-rtb-0b1805ea562bfc0b4 | <NA> | | ROUTE TABLES | | | | | | | ROUTE TABLE NAME | | | ROUTE TABLE ID | | | | SpokesRouteDomain | | | tgw-rtb-00c69ecc5b0fecbf8 | |  | | CDENonProdRouteDomain | | | tgw-rtb-01bceac109a0402c2 | |  | | SecurityRouteDomain | | | tgw-rtb-0481124cbd523d209 | |  | | NONCDENonProdRouteDomain | | | tgw-rtb-079fb1e279ac58124 | |  | | CoreInfraRouteDomain | | | tgw-rtb-083eae43774b1905b | |  | | test-rt | | | tgw-rtb-0882ef33f04cb01d0 | |  | | 3rdPartyRouteDomain | | | tgw-rtb-0b1805ea562bfc0b4 | |  | | OnPremiseRouteDomain | | | tgw-rtb-0b2a50c9f5d45888a | |  | | NONCDEProdRouteDomain | | | tgw-rtb-0d9b87d9ab25ef55f | |  | | CDEProdRouteDomain | | | tgw-rtb-0ee0e8a5a3cc77d00 | |  | |
| Region: us-west-2 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | TRANSIT GATEWAY | | | | | | | TGW NAME | STNO-TGW-us-west-2 | | ID | tgw-062d9465d145ed9e2 | | | BGP ASN | 64805 | | OWNER ID | 800999935349 | | | ATTACHMENTS | | | | | | | ATTACHMENT NAME | ATTACHMENT ID | TYPE | RESOURCE ID | ROUTE TABLE ASSOC | SUBNETS | | tgw-peer-use1 | tgw-attach-08562a1cd26a303e6 | peering | tgw-06f582fb83760ad51 | tgw-rtb-08d5776caeaf2c560 | <NA> | | gbtcloud-networking-usw2 | tgw-attach-01e6d4c6ccc4b0199 | vpc | vpc-0352167e1a5166b8a | tgw-rtb-06e9f5bd216115d01 | subnet-0b16a1c302f1bcd85(gbtcloud-networking-usw2-PrivateSubnet-AZ1) subnet-0890ea1ac44437c7d(gbtcloud-networking-usw2-PrivateSubnet-AZ3) subnet-0398ae87a10f9e56c(gbtcloud-networking-usw2-PrivateSubnet-AZ2) | | vpc-ingress-TransitVPC | tgw-attach-068f46c38e670470b | vpc (Appliance Mode Enabled) | vpc-02745e1fd5db35884 | tgw-rtb-0ab0b80655c808f70 | subnet-0edb3719603907493() subnet-008f3fef0ac09711c() subnet-08935963a1ec4dd0f() | | vpc-egress-east-west-TransitVPC | tgw-attach-09d8818363a060955 | vpc (Appliance Mode Enabled) | vpc-06b2af15774b0380c | tgw-rtb-0ab0b80655c808f70 | subnet-0c680b053b98cb89d() subnet-082c777b037dd663b() subnet-03e3f4e03d83fd384() | | gbtcloud-security-dmz-usw2 | tgw-attach-0a1533d1a93be435b | vpc | vpc-0c75b3056a8f5e114 |  | subnet-062ae006800f90194() subnet-0e53accd8ecb5f8e1() subnet-0d1d478b104014dd5() | | ROUTE TABLES | | | | | | | ROUTE TABLE NAME | | | ROUTE TABLE ID | | | | NONCDENonProdRouteDomain | | | tgw-rtb-0033c7eacc1685450 | |  | | 3rdPartyRouteDomain | | | tgw-rtb-021ade57d32829161 | |  | | SpokesRouteDomain | | | tgw-rtb-066c095e79314bee9 | |  | | CoreInfraRouteDomain | | | tgw-rtb-06e9f5bd216115d01 | |  | | CDEProdRouteDomain | | | tgw-rtb-071c59ff86f0fd479 | |  | | NONCDEProdRouteDomain | | | tgw-rtb-07893705b32991fbd | |  | | OnPremiseRouteDomain | | | tgw-rtb-08d5776caeaf2c560 | |  | | SecurityRouteDomain | | | tgw-rtb-0ab0b80655c808f70 | |  | | CDENonProdRouteDomain | | | tgw-rtb-0d9d0fa598f98a1e9 | |  | |

# Transit Gateway Routes

|  |
| --- |
| Region: eu-west-1 / RT: SpokesRouteDomain (tgw-rtb-003108520b74c8d95) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.4.0/22 | vpc | vpc-0474c0100ce5e4d3f | tgw-attach-0ee6c1a9ba7ba579b | static | active | |
| Region: eu-west-1 / RT: CDENonProdRouteDomain (tgw-rtb-00856ca722ade9a2e) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.206.144.0/22 | vpc | vpc-059f7e35c1da748be | tgw-attach-04e80dd0cdf3da07f | propagated | active | | 10.206.148.0/22 | vpc | vpc-08e958c72a6c4d525 | tgw-attach-019c352a00de9a3dd | propagated | active | | 10.206.92.0/22 | vpc | vpc-054d0f8551ce6176d | tgw-attach-05a4bf4880acd85e3 | propagated | active | | 10.206.96.0/22 | vpc | vpc-0c6854e2e22939f59 | tgw-attach-0a52f5d0a683bff64 | propagated | active | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: CoreInfraRouteDomain (tgw-rtb-03a37bc0c2d2b973b) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: CDEProdRouteDomain (tgw-rtb-06ebe94b7b1f31686) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.206.100.0/22 | vpc | vpc-045a56bcad5fac025 | tgw-attach-01faef05a734f3fb2 | propagated | active | | 10.206.104.0/22 | vpc | vpc-0779f1c4b5e96093a | tgw-attach-08b454fbebeb5ce1c | propagated | active | | 10.206.128.0/22 | vpc | vpc-0b9fdaede3d8d21f0 | tgw-attach-0f2136ea831c20ad1 | propagated | active | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: OnPremiseRouteDomain (tgw-rtb-0787a6e11ed2466d6) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.0.0/16 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.0.48/28 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.0.64/28 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.0.80/28 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.206.4.48/28 | vpc | vpc-0474c0100ce5e4d3f | tgw-attach-0ee6c1a9ba7ba579b | static | active | | 10.206.4.64/28 | vpc | vpc-0474c0100ce5e4d3f | tgw-attach-0ee6c1a9ba7ba579b | static | active | | 10.206.4.80/28 | vpc | vpc-0474c0100ce5e4d3f | tgw-attach-0ee6c1a9ba7ba579b | static | active | |
| Region: eu-west-1 / RT: 3rdPartyRouteDomain (tgw-rtb-0905239950809af51) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: NONCDEProdRouteDomain (tgw-rtb-0a84aeb42fc894865) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.206.88.0/22 | vpc | vpc-078b0960b457dc875 | tgw-attach-0df48873fbf87e875 | propagated | active | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: NONCDENonProdRouteDomain (tgw-rtb-0b4ccd88a3d3d96bf) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.206.80.0/22 | vpc | vpc-02a31771ebaad296e | tgw-attach-0d458b1ac2cb8d06f | propagated | active | | 10.206.84.0/22 | vpc | vpc-0f414c53f52065b78 | tgw-attach-05f4a2e9a25c3894e | propagated | active | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | |
| Region: eu-west-1 / RT: test-rt (tgw-rtb-0dcdac96f882c5bce) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | |
| Region: eu-west-1 / RT: SecurityRouteDomain (tgw-rtb-0df25c86fcf1cb0a0) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.206.100.0/22 | vpc | vpc-045a56bcad5fac025 | tgw-attach-01faef05a734f3fb2 | propagated | active | | 10.206.104.0/22 | vpc | vpc-0779f1c4b5e96093a | tgw-attach-08b454fbebeb5ce1c | propagated | active | | 10.206.12.0/22 | vpc | vpc-0eba9866ccf2be99c | tgw-attach-01254722faf8db9bd | propagated | active | | 10.206.124.0/22 | vpc | vpc-023eb00a69afd48ab | tgw-attach-0a09db1e9a36a6eed | propagated | active | | 10.206.128.0/22 | vpc | vpc-0b9fdaede3d8d21f0 | tgw-attach-0f2136ea831c20ad1 | propagated | active | | 10.206.132.0/22 | vpc | vpc-0400ab521ed220601 | tgw-attach-085b48199b6160ccf | propagated | active | | 10.206.144.0/22 | vpc | vpc-059f7e35c1da748be | tgw-attach-04e80dd0cdf3da07f | propagated | active | | 10.206.148.0/22 | vpc | vpc-08e958c72a6c4d525 | tgw-attach-019c352a00de9a3dd | propagated | active | | 10.206.16.0/22 | vpc | vpc-040d1ecca72eb60b6 | tgw-attach-0176d95848af69fd2 | propagated | active | | 10.206.4.0/22 | vpc | vpc-0474c0100ce5e4d3f | tgw-attach-0ee6c1a9ba7ba579b | propagated | active | | 10.206.8.0/22 | vpc | vpc-0c1297db0dd26ef79 | tgw-attach-0a6be8ddff5121fdc | propagated | active | | 10.206.80.0/22 | vpc | vpc-02a31771ebaad296e | tgw-attach-0d458b1ac2cb8d06f | propagated | active | | 10.206.84.0/22 | vpc | vpc-0f414c53f52065b78 | tgw-attach-05f4a2e9a25c3894e | propagated | active | | 10.206.88.0/22 | vpc | vpc-078b0960b457dc875 | tgw-attach-0df48873fbf87e875 | propagated | active | | 10.206.92.0/22 | vpc | vpc-054d0f8551ce6176d | tgw-attach-05a4bf4880acd85e3 | propagated | active | | 10.206.96.0/22 | vpc | vpc-0c6854e2e22939f59 | tgw-attach-0a52f5d0a683bff64 | propagated | active | | 0.0.0.0/0 | vpc | vpc-02eba02cbd3357bd7 | tgw-attach-00518f0d101e9db77 | static | active | | 10.0.0.0/8 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 10.156.184.0/21 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.156.192.0/20 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.156.240.0/22 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.156.248.0/24 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.156.253.0/24 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.157.0.0/17 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.157.0.0/20 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.201.0.0/16 | peering | tgw-06f582fb83760ad51 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.224.254.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 10.224.255.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.68.128/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.68.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.68.224/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.68.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.68.96/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.69.128/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.69.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.69.224/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.69.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.69.96/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.70.128/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.70.32/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.70.64/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.71.128/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.71.32/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 103.232.71.64/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 115.113.179.193/32 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 122.55.38.140/32 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 151.193.0.0/16 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 171.17.10.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 171.17.241.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 171.17.95.128/25 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 172.16.0.0/12 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 172.17.13.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.0/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.128/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.160/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.32/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.130.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.134.128/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.134.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.134.64/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.138.128/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 178.215.138.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 192.168.0.0/16 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 193.23.185.0/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 193.23.185.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 193.23.190.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.145.32.32/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.145.32.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.156.168.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.156.168.0/28 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.156.170.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.156.171.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.39.155.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 194.76.166.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 198.177.163.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 198.177.164.0/22 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 216.113.128.0/19 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 57.8.72.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 57.8.81.0/24 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.17.0/25 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.17.128/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.17.160/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.17.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.20.160/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.25.0/25 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.25.128/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.25.160/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.25.192/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.26.128/26 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 69.168.28.160/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 82.150.236.64/27 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 89.238.231.115/32 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | | 92.87.126.12/32 | vpn | vpn-0b0681b079febc868(18.200.161.76) | tgw-attach-0a4039a21a117978c | static | active | |
| Region: us-east-1 / RT: SpokesRouteDomain (tgw-rtb-00c69ecc5b0fecbf8) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.156.243.128/25 | - | - | - | static | blackhole | | 10.200.100.10/32 | - | - | - | static | blackhole | | 10.200.100.50/32 | - | - | - | static | blackhole | | 10.200.100.51/32 | - | - | - | static | blackhole | | 10.200.100.52/32 | - | - | - | static | blackhole | | 10.200.100.53/32 | - | - | - | static | blackhole | | 10.200.100.54/32 | - | - | - | static | blackhole | | 10.200.100.55/32 | - | - | - | static | blackhole | |
| Region: us-east-1 / RT: CDENonProdRouteDomain (tgw-rtb-01bceac109a0402c2) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.201.116.0/22 | vpc | vpc-08c44a6abdca26f08 | tgw-attach-0b7a338fddbd918c3 | propagated | active | | 10.201.28.0/22 | vpc | vpc-09a8543f07fc09ad5 | tgw-attach-082f64a199b2810cd | propagated | active | | 10.201.40.0/22 | vpc | vpc-0eb41cbf489260602 | tgw-attach-07eb54d27947d0b8a | propagated | active | | 10.201.44.0/22 | vpc | vpc-0d2f4955e7ed19bad | tgw-attach-003d97b246307dd67 | propagated | active | | 10.201.48.0/22 | vpc | vpc-0138c3796ee9fafde | tgw-attach-05e7d8fd657a09d27 | propagated | active | | 10.201.56.0/22 | vpc | vpc-006ccfa6dcdbeb75b | tgw-attach-0bf678384a527c22f | propagated | active | | 10.201.60.0/22 | vpc | vpc-0fd6366d50da2087c | tgw-attach-05d2444d6a231369e | propagated | active | | 10.201.68.0/22 | vpc | vpc-04db44e1eb427b2ef | tgw-attach-043cf66142b229b20 | propagated | active | | 10.201.76.0/22 | vpc | vpc-0ca7c77b7e104748e | tgw-attach-0e7455f62f87332bf | propagated | active | | 10.201.88.0/22 | vpc | vpc-00f821e5176842cf5 | tgw-attach-06b721e882a489a09 | propagated | active | | 10.201.92.0/22 | vpc | vpc-0e048ac9b8709a66e | tgw-attach-0977dbd24e7243a0f | propagated | active | | 10.201.96.0/22 | vpc | vpc-09e83a0118cdcea02 | tgw-attach-055efc07743672aae | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | |
| Region: us-east-1 / RT: SecurityRouteDomain (tgw-rtb-0481124cbd523d209) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.200.255.192/28 | direct-connect-gateway | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | tgw-attach-073728ac2320ddb8b | propagated | active | | 10.200.255.208/28 | direct-connect-gateway | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | tgw-attach-073728ac2320ddb8b | propagated | active | | 10.200.255.224/28 | direct-connect-gateway | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | tgw-attach-073728ac2320ddb8b | propagated | active | | 10.200.255.240/28 | direct-connect-gateway | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | tgw-attach-073728ac2320ddb8b | propagated | active | | 10.201.100.0/22 | vpc | vpc-08f56ace555f53521 | tgw-attach-017044b5d40dbdd39 | propagated | active | | 10.201.104.0/22 | vpc | vpc-08092cd9e71101e8f | tgw-attach-0751347d477d608ed | propagated | active | | 10.201.108.0/22 | vpc | vpc-04711f40655d5a8f1 | tgw-attach-0d87b5fa1baba31a4 | propagated | active | | 10.201.112.0/22 | vpc | vpc-0d2af8b1313de8712 | tgw-attach-034a978019ec8ddc8 | propagated | active | | 10.201.116.0/22 | vpc | vpc-08c44a6abdca26f08 | tgw-attach-0b7a338fddbd918c3 | propagated | active | | 10.201.12.0/22 | vpc | vpc-0159ac6500b452eae | tgw-attach-0c8c30118eaa073ac | propagated | active | | 10.201.120.0/22 | vpc | vpc-0be3bade67bde49f4 | tgw-attach-03b09559f5b066f04 | propagated | active | | 10.201.124.0/22 | vpc | vpc-0975d72d886f543a4 | tgw-attach-04bd13d28ac4c3b5c | propagated | active | | 10.201.128.0/22 | vpc | vpc-08f98cb440ebc779d | tgw-attach-03805f76c5794b1bd | propagated | active | | 10.201.132.0/22 | vpc | vpc-06ca9ac11198d0523 | tgw-attach-0f29442c4cfc82f42 | propagated | active | | 10.201.136.0/22 | vpc | vpc-0e6a8ee57f6ceef70 | tgw-attach-0d421655e29f0f08a | propagated | active | | 10.201.140.0/22 | vpc | vpc-0ce47e068b09a9020 | tgw-attach-06caa1a289c4b293c | propagated | active | | 10.201.16.0/22 | vpc | vpc-09dd3ec4e2a518a38 | tgw-attach-00380ac2be7870542 | propagated | active | | 10.201.20.0/22 | vpc | vpc-0bad2b03c64485f3e | tgw-attach-0c451906667675cfc | propagated | active | | 10.201.24.0/22 | vpc | vpc-01383241479c2d176 | tgw-attach-0c8cc8232a68038d5 | propagated | active | | 10.201.28.0/22 | vpc | vpc-09a8543f07fc09ad5 | tgw-attach-082f64a199b2810cd | propagated | active | | 10.201.32.0/22 | vpc | vpc-0967015e5a3ac38d6 | tgw-attach-0c590d7be8b36d8c7 | propagated | active | | 10.201.36.0/22 | vpc | vpc-07444371460b13365 | tgw-attach-0c3babc01877d8f6b | propagated | active | | 10.201.4.0/22 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | propagated | active | | 10.201.40.0/22 | vpc | vpc-0eb41cbf489260602 | tgw-attach-07eb54d27947d0b8a | propagated | active | | 10.201.44.0/22 | vpc | vpc-0d2f4955e7ed19bad | tgw-attach-003d97b246307dd67 | propagated | active | | 10.201.48.0/22 | vpc | vpc-0138c3796ee9fafde | tgw-attach-05e7d8fd657a09d27 | propagated | active | | 10.201.52.0/22 | vpc | vpc-07a6d7d20522a27a7 | tgw-attach-0a7e3d4c5e88278fe | propagated | active | | 10.201.56.0/22 | vpc | vpc-006ccfa6dcdbeb75b | tgw-attach-0bf678384a527c22f | propagated | active | | 10.201.60.0/22 | vpc | vpc-0fd6366d50da2087c | tgw-attach-05d2444d6a231369e | propagated | active | | 10.201.64.0/22 | vpc | vpc-012938c727fe344bd | tgw-attach-013cb7a641f596a66 | propagated | active | | 10.201.68.0/22 | vpc | vpc-04db44e1eb427b2ef | tgw-attach-043cf66142b229b20 | propagated | active | | 10.201.72.0/22 | vpc | vpc-00ab4130f616f888d | tgw-attach-013e3be3f7a3a83a7 | propagated | active | | 10.201.76.0/22 | vpc | vpc-0ca7c77b7e104748e | tgw-attach-0e7455f62f87332bf | propagated | active | | 10.201.8.0/22 | vpc | vpc-00e826c21b0173e33 | tgw-attach-0a7972da0a7682569 | propagated | active | | 10.201.80.0/22 | vpc | vpc-0d53e81b7b2ed2566 | tgw-attach-094d9c4ee97733629 | propagated | active | | 10.201.84.0/22 | vpc | vpc-00e1ce104cf460c7a | tgw-attach-0697d8c4f819dabed | propagated | active | | 10.201.88.0/22 | vpc | vpc-00f821e5176842cf5 | tgw-attach-06b721e882a489a09 | propagated | active | | 10.201.92.0/22 | vpc | vpc-0e048ac9b8709a66e | tgw-attach-0977dbd24e7243a0f | propagated | active | | 10.201.96.0/22 | vpc | vpc-09e83a0118cdcea02 | tgw-attach-055efc07743672aae | propagated | active | | 151.193.104.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.108.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.119.1/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.119.16/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.119.32/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.119.48/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.130.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.132.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.139.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.141.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.161.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.255.254/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.58.254/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.62.117/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.62.118/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.62.119/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.62.120/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 151.193.64.75/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 161.47.114.242/31 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 184.106.50.54/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 184.106.50.55/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 184.106.50.56/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 184.106.50.57/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 193.23.185.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 193.23.185.99/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | propagated | active | | 50.57.3.210/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 50.57.3.211/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 50.57.3.212/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.0.0.0/8 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 10.200.255.192/26 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.0.0/16 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.206.0.0/16 | peering | tgw-0ad502a1c2efd4cf8 | tgw-attach-00ec2b3e5de30efc2 | static | active | | 10.224.254.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 10.224.255.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 10.228.0.0/16 | peering | tgw-062d9465d145ed9e2 | tgw-attach-08562a1cd26a303e6 | static | active | | 100.101.0.0/22 | vpc | vpc-0d3fa596c948a59f1 | tgw-attach-04f836a8b8f88641d | static | active | | 100.101.1.172/32 | vpc | vpc-0d3fa596c948a59f1 | tgw-attach-04f836a8b8f88641d | static | active | | 100.101.12.0/22 | vpc | vpc-0892823ca3770bf79 | tgw-attach-0e6d2ffc91316cb53 | static | active | | 100.101.24.0/22 | vpc | vpc-0f9d43a79cd6d261e | tgw-attach-05968b96d2fbf1047 | static | active | | 103.232.68.128/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.68.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.68.224/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.68.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.68.96/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.69.128/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.69.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.69.224/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.69.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.69.96/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.70.128/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.70.32/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.70.64/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.71.128/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.71.32/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 103.232.71.64/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 115.113.179.193/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 122.55.38.140/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 162.251.208.14/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 162.251.209.218/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 171.17.10.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 171.17.241.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 171.17.95.128/25 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 172.16.0.0/12 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 172.17.13.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.0/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.128/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.160/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.32/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.130.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.134.128/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.134.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.134.64/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.138.128/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 178.215.138.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 184.106.50.54/31 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | static | active | | 184.106.50.56/31 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | static | active | | 184.106.50.60/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | static | active | | 184.106.50.61/32 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | static | active | | 192.168.0.0/16 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 193.23.185.0/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 193.23.185.64/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 193.23.190.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 193.254.30.96/28 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.145.32.32/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.145.32.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.156.168.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.156.168.0/28 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.156.170.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.156.171.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.39.155.64/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 194.76.166.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 198.177.163.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 198.177.164.0/22 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 216.113.128.0/19 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 50.57.3.210/31 | vpn | vpn-0d005627f6ae0b7bc(34.203.63.156) | tgw-attach-0c9f20d21357f9994 | static | active | | 52.7.227.212/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 57.8.72.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 57.8.81.0/24 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.17.0/25 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.17.128/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.17.160/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.17.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.20.160/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.25.0/25 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.25.128/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.25.160/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.25.192/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.26.128/26 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 69.168.28.160/27 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 82.150.240.199/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 82.150.240.200/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 89.238.231.115/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | | 92.87.126.12/32 | vpn | vpn-074ea30e57db8b28a(23.20.130.228) | tgw-attach-08f484e1c6009e5b7 | static | active | |
| Region: us-east-1 / RT: NONCDENonProdRouteDomain (tgw-rtb-079fb1e279ac58124) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.201.116.0/22 | vpc | vpc-08c44a6abdca26f08 | tgw-attach-0b7a338fddbd918c3 | propagated | active | | 10.201.120.0/22 | vpc | vpc-0be3bade67bde49f4 | tgw-attach-03b09559f5b066f04 | propagated | active | | 10.201.136.0/22 | vpc | vpc-0e6a8ee57f6ceef70 | tgw-attach-0d421655e29f0f08a | propagated | active | | 10.201.20.0/22 | vpc | vpc-0bad2b03c64485f3e | tgw-attach-0c451906667675cfc | propagated | active | | 10.201.24.0/22 | vpc | vpc-01383241479c2d176 | tgw-attach-0c8cc8232a68038d5 | propagated | active | | 10.201.28.0/22 | vpc | vpc-09a8543f07fc09ad5 | tgw-attach-082f64a199b2810cd | propagated | active | | 10.201.32.0/22 | vpc | vpc-0967015e5a3ac38d6 | tgw-attach-0c590d7be8b36d8c7 | propagated | active | | 10.201.36.0/22 | vpc | vpc-07444371460b13365 | tgw-attach-0c3babc01877d8f6b | propagated | active | | 10.201.40.0/22 | vpc | vpc-0eb41cbf489260602 | tgw-attach-07eb54d27947d0b8a | propagated | active | | 10.201.68.0/22 | vpc | vpc-04db44e1eb427b2ef | tgw-attach-043cf66142b229b20 | propagated | active | | 10.201.72.0/22 | vpc | vpc-00ab4130f616f888d | tgw-attach-013e3be3f7a3a83a7 | propagated | active | | 10.201.76.0/22 | vpc | vpc-0ca7c77b7e104748e | tgw-attach-0e7455f62f87332bf | propagated | active | | 10.201.80.0/22 | vpc | vpc-0d53e81b7b2ed2566 | tgw-attach-094d9c4ee97733629 | propagated | active | | 10.201.84.0/22 | vpc | vpc-00e1ce104cf460c7a | tgw-attach-0697d8c4f819dabed | propagated | active | | 10.201.88.0/22 | vpc | vpc-00f821e5176842cf5 | tgw-attach-06b721e882a489a09 | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | |
| Region: us-east-1 / RT: CoreInfraRouteDomain (tgw-rtb-083eae43774b1905b) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.201.116.0/22 | vpc | vpc-08c44a6abdca26f08 | tgw-attach-0b7a338fddbd918c3 | propagated | active | | 10.201.28.0/22 | vpc | vpc-09a8543f07fc09ad5 | tgw-attach-082f64a199b2810cd | propagated | active | | 10.201.40.0/22 | vpc | vpc-0eb41cbf489260602 | tgw-attach-07eb54d27947d0b8a | propagated | active | | 10.201.68.0/22 | vpc | vpc-04db44e1eb427b2ef | tgw-attach-043cf66142b229b20 | propagated | active | | 10.201.76.0/22 | vpc | vpc-0ca7c77b7e104748e | tgw-attach-0e7455f62f87332bf | propagated | active | | 10.201.88.0/22 | vpc | vpc-00f821e5176842cf5 | tgw-attach-06b721e882a489a09 | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.4.58/32 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | | 10.201.4.74/32 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | | 10.201.4.90/32 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | |
| Region: us-east-1 / RT: test-rt (tgw-rtb-0882ef33f04cb01d0) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | |
| Region: us-east-1 / RT: 3rdPartyRouteDomain (tgw-rtb-0b1805ea562bfc0b4) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | |
| Region: us-east-1 / RT: OnPremiseRouteDomain (tgw-rtb-0b2a50c9f5d45888a) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.200.255.176/28 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.200.255.192/26 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.0.0/16 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.0.48/28 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.0.64/28 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.0.80/28 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.4.48/28 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | | 10.201.4.64/28 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | | 10.201.4.80/28 | vpc | vpc-09ce0acd298aa0180 | tgw-attach-034763d1bf8d61f8c | static | active | |
| Region: us-east-1 / RT: NONCDEProdRouteDomain (tgw-rtb-0d9b87d9ab25ef55f) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.201.108.0/22 | vpc | vpc-04711f40655d5a8f1 | tgw-attach-0d87b5fa1baba31a4 | propagated | active | | 10.201.112.0/22 | vpc | vpc-0d2af8b1313de8712 | tgw-attach-034a978019ec8ddc8 | propagated | active | | 10.201.116.0/22 | vpc | vpc-08c44a6abdca26f08 | tgw-attach-0b7a338fddbd918c3 | propagated | active | | 10.201.12.0/22 | vpc | vpc-0159ac6500b452eae | tgw-attach-0c8c30118eaa073ac | propagated | active | | 10.201.120.0/22 | vpc | vpc-0be3bade67bde49f4 | tgw-attach-03b09559f5b066f04 | propagated | active | | 10.201.124.0/22 | vpc | vpc-0975d72d886f543a4 | tgw-attach-04bd13d28ac4c3b5c | propagated | active | | 10.201.132.0/22 | vpc | vpc-06ca9ac11198d0523 | tgw-attach-0f29442c4cfc82f42 | propagated | active | | 10.201.16.0/22 | vpc | vpc-09dd3ec4e2a518a38 | tgw-attach-00380ac2be7870542 | propagated | active | | 10.201.20.0/22 | vpc | vpc-0bad2b03c64485f3e | tgw-attach-0c451906667675cfc | propagated | active | | 10.201.24.0/22 | vpc | vpc-01383241479c2d176 | tgw-attach-0c8cc8232a68038d5 | propagated | active | | 10.201.28.0/22 | vpc | vpc-09a8543f07fc09ad5 | tgw-attach-082f64a199b2810cd | propagated | active | | 10.201.32.0/22 | vpc | vpc-0967015e5a3ac38d6 | tgw-attach-0c590d7be8b36d8c7 | propagated | active | | 10.201.36.0/22 | vpc | vpc-07444371460b13365 | tgw-attach-0c3babc01877d8f6b | propagated | active | | 10.201.40.0/22 | vpc | vpc-0eb41cbf489260602 | tgw-attach-07eb54d27947d0b8a | propagated | active | | 10.201.44.0/22 | vpc | vpc-0d2f4955e7ed19bad | tgw-attach-003d97b246307dd67 | propagated | active | | 10.201.48.0/22 | vpc | vpc-0138c3796ee9fafde | tgw-attach-05e7d8fd657a09d27 | propagated | active | | 10.201.56.0/22 | vpc | vpc-006ccfa6dcdbeb75b | tgw-attach-0bf678384a527c22f | propagated | active | | 10.201.60.0/22 | vpc | vpc-0fd6366d50da2087c | tgw-attach-05d2444d6a231369e | propagated | active | | 10.201.68.0/22 | vpc | vpc-04db44e1eb427b2ef | tgw-attach-043cf66142b229b20 | propagated | active | | 10.201.72.0/22 | vpc | vpc-00ab4130f616f888d | tgw-attach-013e3be3f7a3a83a7 | propagated | active | | 10.201.76.0/22 | vpc | vpc-0ca7c77b7e104748e | tgw-attach-0e7455f62f87332bf | propagated | active | | 10.201.8.0/22 | vpc | vpc-00e826c21b0173e33 | tgw-attach-0a7972da0a7682569 | propagated | active | | 10.201.80.0/22 | vpc | vpc-0d53e81b7b2ed2566 | tgw-attach-094d9c4ee97733629 | propagated | active | | 10.201.84.0/22 | vpc | vpc-00e1ce104cf460c7a | tgw-attach-0697d8c4f819dabed | propagated | active | | 10.201.88.0/22 | vpc | vpc-00f821e5176842cf5 | tgw-attach-06b721e882a489a09 | propagated | active | | 10.201.92.0/22 | vpc | vpc-0e048ac9b8709a66e | tgw-attach-0977dbd24e7243a0f | propagated | active | | 10.201.96.0/22 | vpc | vpc-09e83a0118cdcea02 | tgw-attach-055efc07743672aae | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | | 10.201.136.0/22 | vpc | vpc-0e6a8ee57f6ceef70 | tgw-attach-0d421655e29f0f08a | static | active | |
| Region: us-east-1 / RT: CDEProdRouteDomain (tgw-rtb-0ee0e8a5a3cc77d00) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.201.100.0/22 | vpc | vpc-08f56ace555f53521 | tgw-attach-017044b5d40dbdd39 | propagated | active | | 10.201.104.0/22 | vpc | vpc-08092cd9e71101e8f | tgw-attach-0751347d477d608ed | propagated | active | | 10.201.128.0/22 | vpc | vpc-08f98cb440ebc779d | tgw-attach-03805f76c5794b1bd | propagated | active | | 10.201.140.0/22 | vpc | vpc-0ce47e068b09a9020 | tgw-attach-06caa1a289c4b293c | propagated | active | | 10.201.52.0/22 | vpc | vpc-07a6d7d20522a27a7 | tgw-attach-0a7e3d4c5e88278fe | propagated | active | | 10.201.64.0/22 | vpc | vpc-012938c727fe344bd | tgw-attach-013cb7a641f596a66 | propagated | active | | 0.0.0.0/0 | vpc | vpc-00a0fc500fad24c91 | tgw-attach-05307c7b3854a1b91 | static | active | |
| Region: us-west-2 / RT: NONCDENonProdRouteDomain (tgw-rtb-0033c7eacc1685450) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: 3rdPartyRouteDomain (tgw-rtb-021ade57d32829161) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: SpokesRouteDomain (tgw-rtb-066c095e79314bee9) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.228.4.0/22 | vpc | vpc-02745e1fd5db35884 | tgw-attach-068f46c38e670470b | static | active | |
| Region: us-west-2 / RT: CoreInfraRouteDomain (tgw-rtb-06e9f5bd216115d01) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: CDEProdRouteDomain (tgw-rtb-071c59ff86f0fd479) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: NONCDEProdRouteDomain (tgw-rtb-07893705b32991fbd) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: OnPremiseRouteDomain (tgw-rtb-08d5776caeaf2c560) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.0.0.0/8 | peering | tgw-06f582fb83760ad51 | tgw-attach-08562a1cd26a303e6 | static | active | | 10.228.0.0/16 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.228.0.48/28 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.228.0.64/28 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.228.0.80/28 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | | 10.228.4.48/28 | vpc | vpc-02745e1fd5db35884 | tgw-attach-068f46c38e670470b | static | active | | 10.228.4.64/28 | vpc | vpc-02745e1fd5db35884 | tgw-attach-068f46c38e670470b | static | active | | 10.228.4.80/28 | vpc | vpc-02745e1fd5db35884 | tgw-attach-068f46c38e670470b | static | active | |
| Region: us-west-2 / RT: SecurityRouteDomain (tgw-rtb-0ab0b80655c808f70) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 10.228.4.0/22 | vpc | vpc-02745e1fd5db35884 | tgw-attach-068f46c38e670470b | propagated | active | | 10.228.8.0/22 | vpc | vpc-0352167e1a5166b8a | tgw-attach-01e6d4c6ccc4b0199 | propagated | active | | 0.0.0.0/0 | peering | tgw-06f582fb83760ad51 | tgw-attach-08562a1cd26a303e6 | static | active | | 10.228.0.0/16 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |
| Region: us-west-2 / RT: CDENonProdRouteDomain (tgw-rtb-0d9d0fa598f98a1e9) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CIDR | RESOURCE TYPE | RESOURCE ID | ATTACHMENT ID | ROUTE TYPE | ROUTE STATE | | 0.0.0.0/0 | vpc | vpc-06b2af15774b0380c | tgw-attach-09d8818363a060955 | static | active | |

# VPN – Customer Gateways

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | NAME | DEV NAME | IP ADDRESS | BGP ASN | ID | TYPE | | cgw-prisma-rnt |  | 63.35.148.108 | 65000 | cgw-0a926577013e14e13 | ipsec.1 | |  |  | 1.1.1.1 | 65000 | cgw-066daa8b22bec5462 | ipsec.1 | |
| Region: us-east-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | NAME | DEV NAME | IP ADDRESS | BGP ASN | ID | TYPE | | CGW-MWatch-Mindtree-RS |  | 184.106.122.142 | 65000 | cgw-094f53ffae326dbaf | ipsec.1 | | cgw-prisma-prod |  | 208.127.183.10 | 65000 | cgw-0fd2a68744b5086bc | ipsec.1 | | cgw-prisma-rnt |  | 208.127.228.240 | 65000 | cgw-09b2876bdd4466a1b | ipsec.1 | |

# VPN – Site-to-Site Connections (Connected to Transit Gateways)

|  |
| --- |
| Region: eu-west-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CONN NAME | vpn-prisma-rnt | VPN ID | vpn-0b0681b079febc868 | TGW ID | tgw-0ad502a1c2efd4cf8 | | CGW ID | cgw-0a926577013e14e13 | | TYPE | ipsec.1 | | | LOCAL CIDR | | REMOTE CIDR | | OUTSIDE ADDRESS TYPE | INSIDE IP VERSION | | 0.0.0.0/0 | | 0.0.0.0/0 | | PublicIpv4 | ipv4 | | vpn-prisma-rnt VPN CONNECTION TUNNELS | | | | | | | OUTSIDE IP | | INSIDE CIDR | | IPSEC STATUS | TUN STATUS | | 18.200.161.76 | | 169.254.53.204/30 | |  | UP | | 52.208.217.167 | | 169.254.60.124/30 | |  | DOWN | |
| Region: us-east-1 |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CONN NAME | vpn-prisma-rnt | VPN ID | vpn-074ea30e57db8b28a | TGW ID | tgw-06f582fb83760ad51 | | CGW ID | cgw-09b2876bdd4466a1b | | TYPE | ipsec.1 | | | LOCAL CIDR | | REMOTE CIDR | | OUTSIDE ADDRESS TYPE | INSIDE IP VERSION | | 0.0.0.0/0 | | 0.0.0.0/0 | | PublicIpv4 | ipv4 | | vpn-prisma-rnt VPN CONNECTION TUNNELS | | | | | | | OUTSIDE IP | | INSIDE CIDR | | IPSEC STATUS | TUN STATUS | | 23.20.130.228 | | 169.254.206.20/30 | |  | UP | | 34.198.62.57 | | 169.254.192.56/30 | |  | DOWN | |
|  |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CONN NAME | vpn-prisma-prod(orphaned) | VPN ID | vpn-0b19aa583ae83b52d | TGW ID | tgw-06f582fb83760ad51 | | CGW ID | cgw-0fd2a68744b5086bc | | TYPE | ipsec.1 | | | LOCAL CIDR | | REMOTE CIDR | | OUTSIDE ADDRESS TYPE | INSIDE IP VERSION | | 0.0.0.0/0 | | 0.0.0.0/0 | | PublicIpv4 | ipv4 | | vpn-prisma-prod(orphaned) VPN CONNECTION TUNNELS | | | | | | | OUTSIDE IP | | INSIDE CIDR | | IPSEC STATUS | TUN STATUS | | 34.202.40.34 | | 169.254.123.176/30 | |  | DOWN | | 34.225.75.228 | | 169.254.232.116/30 | |  | DOWN | |
|  |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | CONN NAME | VPN-Mwatch-RS | VPN ID | vpn-0d005627f6ae0b7bc | TGW ID | tgw-06f582fb83760ad51 | | CGW ID | cgw-094f53ffae326dbaf | | TYPE | ipsec.1 | | | LOCAL CIDR | | REMOTE CIDR | | OUTSIDE ADDRESS TYPE | INSIDE IP VERSION | | 0.0.0.0/0 | | 0.0.0.0/0 | | PublicIpv4 | ipv4 | | VPN-Mwatch-RS VPN CONNECTION TUNNELS | | | | | | | OUTSIDE IP | | INSIDE CIDR | | IPSEC STATUS | TUN STATUS | | 34.203.63.156 | | 169.254.227.56/30 | |  | UP | | 34.231.59.232 | | 169.254.164.48/30 | |  | UP | |

# VPN – Virtual Private Gateways

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| No VPN Gateways configured |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| No VPN Gateways configured |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| No VPN Gateways configured |

# Direct Connect Gateways

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | DIRECT CONNECT GATEWAY | | | | | | | GW NAME | gbtcloud-dxgw-ashburn-use1 | GW ID | a726fbe6-51db-4ec7-9fb9-6e7b57d608db | AWS ASN | 65198 | | CONNECTION | | | | | | | NAME | COF-AWS-Ashburn-01 | ID | dxcon-ffz1hdjp | REGION | us-east-1 | | LOCATION | EqDC2 | PARTNER | EQUINIX NNI | BANDWIDTH | 1Gbps | | JUMBO FRAMES | Yes | MACSEC CAPABLE | No | ENCRYPTION STATUS | Encryption Down | | CONNECTION 'COF-AWS-Ashburn-01' VIRTUAL INTERFACES | | | | | | | NAME | TYPE | ID | AMAZON ADDRESS | MTU | BGP PEER:STATUS | | gbtcloud-dx-Ashburn01-use1 | transit | dxvif-fg747aib | 10.64.19.5/30 | 1500 | 10.64.19.6/30:up | | CONNECTION | | | | | | | NAME | COF-AWS-Ashburn-02 | ID | dxcon-ffy73pya | REGION | us-east-1 | | LOCATION | EqDC2 | PARTNER | EQUINIX NNI | BANDWIDTH | 1Gbps | | JUMBO FRAMES | Yes | MACSEC CAPABLE | No | ENCRYPTION STATUS | Encryption Down | | CONNECTION 'COF-AWS-Ashburn-02' VIRTUAL INTERFACES | | | | | | | NAME | TYPE | ID | AMAZON ADDRESS | MTU | BGP PEER:STATUS | | gbtcloud-dx-Ashburn02-use1 | transit | dxvif-fgc8sx55 | 10.64.19.9/30 | 1500 | 10.64.19.10/30:up | |
|  |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | DIRECT CONNECT GATEWAY | | | | | | | GW NAME | gbtcloud-dxgw-northbergen-use1 | GW ID | 85a4954e-3b1e-48cc-8fd8-af51a37a1e6f | AWS ASN | 64512 | | CONNECTION | | | | | | | NAME | COF-AWS-NewYork-01 | ID | dxcon-fgaztmu7 | REGION | us-east-1 | | LOCATION | EQNY5 | PARTNER | EQUINIX NNI | BANDWIDTH | 1Gbps | | JUMBO FRAMES | Yes | MACSEC CAPABLE | No | ENCRYPTION STATUS | Encryption Down | | CONNECTION 'COF-AWS-NewYork-01' VIRTUAL INTERFACES | | | | | | | NAME | TYPE | ID | AMAZON ADDRESS | MTU | BGP PEER:STATUS | | gbtcloud-dx-northbergen01-use1 | transit | dxvif-fgaejdrk | 169.254.96.9/29 | 1500 | 169.254.96.14/29:up | | CONNECTION | | | | | | | NAME | COF-AWS-NewYork-02 | ID | dxcon-ffs1pj2x | REGION | us-east-1 | | LOCATION | EQNY5 | PARTNER | EQUINIX NNI | BANDWIDTH | 1Gbps | | JUMBO FRAMES | Yes | MACSEC CAPABLE | No | ENCRYPTION STATUS | Encryption Down | | CONNECTION 'COF-AWS-NewYork-02' VIRTUAL INTERFACES | | | | | | | NAME | TYPE | ID | AMAZON ADDRESS | MTU | BGP PEER:STATUS | | gbtcloud-dx-northbergen02-use1 | transit | dxvif-fg34nug9 | 169.254.96.25/29 | 8500 | 169.254.96.30/29:up | |

# Load Balancers

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| No Load Balancers Present |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| No Load Balancers Present |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| No Load Balancers Present |

# Load Balancer Target Groups

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 |
| No Target Groups Present |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 |
| No Target Groups Present |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 |
| No Target Groups Present |

# EC2 Instances

|  |
| --- |
| Region: eu-west-1 / VPC: gbtcloud-networking-euw1 (1 Instances) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | INSTANCE ID: i-0f07b571caef1aeb7 | | | | | | | NAME | EUW1SPLSSQLSA01 | AMI | ami-08cdd25026becae99 | INST TYPE / ENA SUPPORT | t2.medium/YES | | AZ | eu-west-1a | PRIV IP | 10.206.8.27 | PUB IP |  | | PLATFORM | Linux/UNIX | ARCHITECTURE | x86\_64 | STATE | running | | EUW1SPLSSQLSA01 NETWORK INTERFACES | | | | | | | INT ID/DESCRIPTION | PRIV IPS | PUB IP | SUBNET | SG IDS | DEV INDEX | | eni-0b44743a7008985d0/Primary network interface | 10.206.8.27 |  | subnet-0fa2859dbb3986ac7(gbtcloud-networking-euw1-PrivateSubnet-AZ1) | sg-0604b4cc823c6e85a sg-0490ccd346723a6de | 0 | |
| Region: us-east-1 / VPC: gbtcloud-networking-use1 (1 Instances) |
| |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | INSTANCE ID: i-01fdcfd55713b04ba | | | | | | | NAME | USE1SPLSSQLSA07 | AMI | ami-0ceca87b771211982 | INST TYPE / ENA SUPPORT | t2.medium/YES | | AZ | us-east-1a | PRIV IP | 10.201.8.247 | PUB IP |  | | PLATFORM | Linux/UNIX | ARCHITECTURE | x86\_64 | STATE | running | | USE1SPLSSQLSA07 NETWORK INTERFACES | | | | | | | INT ID/DESCRIPTION | PRIV IPS | PUB IP | SUBNET | SG IDS | DEV INDEX | | eni-07a8d81fa390de4e6/Primary network interface | 10.201.8.247 |  | subnet-0385fed7c97909629(gbtcloud-networking-use1-PrivateSubnet-AZ1) | sg-08dc8eeea9283df0d sg-09cdee763bdc59d06 | 0 | |
| Region: us-west-2 / VPC: gbtcloud-networking-usw2 (0 Instances) |
| No EC2 Instances |